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Comments by Australian Privacy Charter Council, June 2001.

Where there is no explanation or question, these suggestions are just for change of wording.

Re Overarching questions on ‘outstanding issues’ in the covering letter attachment:

1. The approach taken in Chapter 4 is preferred – one can see the conclusions of the discussion immediately.  Chapter 5 is messy, has more duplication, and is confusing.

2. The Guidelines are perhaps taking too literally the requirement (not yet confirmed) to follow these benchmarks. Given that they are dated and under review – it should be possible to take a pragmatic approach and take the good bits into the Guidelines but overlook some of the more bureaucratic or discredited features that are not applicable to the privacy regime.  Surely the intention was not to slavishly follow them? The Attorney doesn’t have to prescribe them verbatim if everyone can agree they need modification?
3. Introducing another set of guidelines (the ASIC policy statement) is very confusing – if there is good content the Commissioner should build it into the Code development guidelines rather than referring to another document
4. Six weeks is too short for consultation on a draft Code – most consumer groups would struggle to make this.  And sixty days is far too long for a response to a complaint Thirty days should be the maximum.
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CHAPTER ONE - INTRODUCTION

1.1
Purpose of these guidelines
The Privacy Act (1988)(Cth) (the Act) as amended by the Privacy Amendment (Private Sector) Act 2000 gives important privacy rights to individuals but also recognises the rights of business to achieve their objectives in an efficient way. The Privacy Commissioner is required to uphold this ideal and will work with all stakeholders, taking a balanced approach that protects the individual’s rights while enabling business to continue operating in a profitable way.

One way the Act works to achieve this goal is by allowing organisations to have and enforce their own privacy codes that continue to uphold the privacy rights of individuals while allowing some flexibility of application for organisations.  The purpose of these guidelines is to help organisations develop privacy codes to this end.

The guidelines will do this by explaining the features of a privacy code and the standards of content and application that must be met before the Privacy Commissioner will approve it to replace the default principles provided by the Act. They will also explain the procedures for having a code approved and the necessary requirements for its ongoing operation.
1.2
Understanding the structure of these guidelines
The Act gives the Privacy Commissioner the power to make written guidelines that will assist organisations develop and implement a privacy code, deal with complaints and set out the requirements under which a code may be approved. These Code Development Guidelines (the Guidelines) act as the Privacy Commissioner’s formal guidelines in relation to section 18BF(1)(a)-(c) of the Act. Section 18BB(4) allows the Privacy Commissioner to consider matters specified in these guidelines when approving a privacy code.

Section 18BB(3)(a)(i) of the Act states that the Privacy Commissioner must be satisfied that the procedures set out in a code meet the prescribed standards. The Attorney General has responsibility for prescribing these standards in regulation. It is likely that the prescribed standards will be based on the Benchmarks for Industry-Based Customer Dispute Resolution Schemes (the “Benchmarks”), released in August 1997 by the Hon Chris Ellison, then the Minister for Customs and Consumer Affairs. The Benchmarks are reproduced in Appendix 1 and there is further discussion of the requirements they set out in chapter 5.
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These Guidelines are divided into 7 chapters and include in the appendices a set of standards for codes containing complaints handling processes (as discussed above). Chapters 4 and 5 require additional explanation as to their structure since they differ in style and purpose from the other chapters in the Guidelines.

Chapter 4 is split into two categories of advice. The main body of chapter 4 is designed to give assistance to organisations developing and implementing a privacy code. In doing so it will explain any requirements prescribed by the Act as well as give advice on ways organisations can comply with these requirements in practice. 

The bolded sections in chapter 4 are the Privacy Commissioner’s formal guidelines under section 18BF(1)(c) of the Act. They set out in point form additional requirements that the Privacy Commissioner will consider before a code is approved.  These dot points will be informed by the commentary in the main body of chapter 4.

Chapter 5 is divided into two parts – part 5A and part 5B. Part 5A is similar in intent to the main body of chapter 4. It sets out matters that code proponents will need to consider with regards to having a complaints handling process included in a code. Part 5A also seeks to explain the requirements and obligations associated with having a complaints mechanism built into a code. This explanation will inform part 5B.

Part 5B provides a set of formal guidelines issued by the Privacy Commissioner under section18BF(1)(b) of the Act with regards to making and dealing with complaints under an approved code.

1.3
Definitions and explanation of key terms
Code adjudicator – is a decision maker that is responsible for the determination of complaints under a code. The code adjudicator will have a well-defined independence from the members of the scheme.
Code administrator – this is a body established to oversee the running and operation of the code and (where applicable) the dispute resolution scheme. The code administrator must have a well-defined independence from the members of the scheme.

Code member – is any organisation that has agreed to be bound by a privacy code.
Code proponent – is an organisation, or body representing a group of organisations, that has responsibility for developing, seeking approval for, and/or implementing a code.
Complainant – is an individual who has lodged a complaint with a code adjudicator.

Complaint – is a written allegation made by an individual that a specified respondent has improperly handled the individual’s personal information.  

Complaints procedures – are a set of procedures for making and dealing with complaints under a code lodged for approval by the Privacy Commissioner.

Credit Reporting Provisions – are a set of provisions that relate to Part IIIA of the Privacy Act 1988.
National Privacy Principles (NPPs) – are a set of 10 principles, prescribed in the Act, that are intended to form the basis for the protection of personal information. Private sector organisations will be bound by the NPPs unless they have their own privacy code that is approved by the Privacy Commissioner. The Principles cover matters such as the collection, use and disclosure of personal information, data quality, access and data security. (The NPPs are formally set out in schedule 3 to the Act and are not to be confused with the Information Privacy Principles, which play a different role to the NPPs.)
OFPC – refers to the Office of the Federal Privacy Commissioner.
Organisation – is defined by the Act to be an individual, a body corporate, a partnership, any other unincorporated association, or a trust. The full definition is more formally set out in section 6C of the Act.
Prescribed Standards – are a set of standards, prescribed by regulation, that provide advice on the processes for alternative dispute resolution schemes. The prescribed standards are likely to be based on the Benchmarks for Industry-Based Customer Dispute Resolution Schemes which were released by Senator the Hon. Chris Ellison, Minister for Customs and Consumer Affairs in August 1997.

Respondent – is the code member that is subject to a privacy complaint by an individual under a code.
Spent Conviction Scheme – refers to Part VIIC of the Crimes Act 1914,

Tax File Number Guidelines – refers to the mandatory Tax File Number Guidelines issued by the Privacy Commissioner under section 17 of the Privacy Act 1988.

The definitions in section 6 of the Act also apply to these Guidelines.

1.4
Who might develop a code 
Any sole organisation, group of organisations or industry body/association representing the interests of its members can make an application to have a privacy code approved. There is also potential for applications to be made by profit seeking third parties (that is, non representative bodies) that intend to attract organisations to an alternative dispute resolution scheme. 

Each code will be judged on its merits and in relation to the Act and these Guidelines regardless of the nature of the code proponent. However, the Privacy Commissioner will also be considering how codes interact and relate with each other in the marketplace. 

CHAPTER TWO - LEGISLATIVE OVERVIEW

This chapter gives organisations an explanation of how privacy codes will fit in the new legislative framework. It will explain what is meant by “co-regulation” in the context of the Act and discuss the responsibilities of organisations and the Office of the Federal Privacy Commissioner (OFPC) under the new regime. It will also put these Code Development Guidelines into a broader context by discussing how they relate to the National Privacy Principles (NPPs) and the NPP Guidelines that will be released by the Privacy Commissioner later in the year.

2.1
Background to the Legislation 

In 1980 the Organisation for Economic Cooperation and Development (OECD) produced a set of guidelines for the protection of privacy and transborder flows of personal data
. These guidelines were developed in part as a response to OECD interest in ensuring personal data could flow freely to enhance trade and other interests.  The OECD saw privacy issues as a key element that needed to be addressed and developed guidelines that aimed to prevent violations of an individual’s right to privacy, which might occur through the unlawful storage of personal data, the storage of inaccurate personal data, or the abuse or unauthorised disclosure of personal data.

Australia used these guidelines in developing its own privacy legislation in the mid to late 80’s following a number of inquiries and policy direction including a proposal for a national identification number and the introduction of the enhanced tax file number scheme.  The resulting privacy legislation, in the first instance, only applied to the operations of the Commonwealth Public Sector and to both private and public sectors with respect to tax file numbers.  Subsequent amendments added provisions for regulating the credit reporting sector.  Coverage of the Act has only now been comprehensively extended to the private sector via the Privacy Amendment (Private Sector) Act (2000) (Cth).

The most recent amendments to the Act provide for a national and consistent set of privacy standards for the private sector. It implements a set of National Privacy Principles (the NPPs) that outline minimum requirements in relation to how private sector organisations should collect, use, keep secure and disclose personal information. The principles also give individuals a right to know what information an organisation holds about them and a right to correct it if it is wrong. The Act also provides arrangements for enforcing these rights.

Further to the minimum requirements of the NPPs (which operate as a set of default privacy principles), the Act establishes a framework in which organisations can develop specialised privacy codes for the handling of personal information. These privacy codes, when approved, will replace the NPPs.  [The codes won’t – the principles in a code will – codes will also have other parts]This “co-regulatory” component in the legislation is designed to allow for some flexibility in an organisation’s approach to privacy but at the same time guarantee consumers that their personal information is subject to minimum standards that are enforceable in law.
The Act does exempt some organisations and practices from its coverage. The OFPC has produced information sheets that give an overview of these exemptions. They are available on the Privacy Commissioner’s website at www.privacy.gov.au 

2.2
A Co-Regulatory Approach
The new legislation adopts a co-regulatory approach to privacy regulation. The Government decided that the privacy concerns of consumers could best be addressed if organisations were allowed some room to negotiate an appropriate privacy standard with its customers. [Not accurate – no means of negotiation provided – consultation won’t achieve this] The co-regulatory approach provides an effective and comprehensive data protection framework for the private sector in Australia but still allows some flexibility of application.

The term “co-regulation” is difficult to define in a general sense as it has the potential to apply to an array of regulatory systems. However, as the term relates to the Act it can be thought of as: a legislative framework in which organisations can gain official recognition for codes of practice that they themselves develop and implement. The most important difference from “self-regulation” is that should organisations covered by the Act choose not to have a code, they must handle personal information in accordance with the NPPs in the Act. These requirements are enforced by law.

The flexible nature of co-regulation will give organisations (or groups of organisations) the option of tailoring the NPPs to fit industry specific sensitivities or market needs. Organisations will have the option of adopting and implementing their own privacy code with the Privacy Commissioner as the adjudicator, or adopting a code that provides for a code adjudicator to resolve consumer complaints.

While there is some flexibility in the new arrangements, it is important to recognise that the Act does not give an organisation complete freedom when collecting and handling personal information. In particular, the Privacy Commissioner must approve each privacy code before it can replace the minimum privacy standards embodied in the NPPs. Once an organisation has had a code approved (or agreed to comply with an existing code) it will be bound by it until it subscribes to the coverage of another code, or reverts to the coverage of the NPPs. Where an organisation chooses not to adopt an approved code it will be bound by the NPPs.

The Act is quite specific about the standards that must be embodied in a code and the process an organisation must go through before the Privacy Commissioner may approve a code. The purpose of later chapters in these guidelines is to set out these processes. When deciding whether or not to approve a code the Privacy Commissioner must consider whether the code incorporates all the NPPs and provides the individual with at least the overall equivalent level of protection. That is, the privacy rights of an individual cannot be lessened by the use of a code. (This will be discussed further in Chapter 4.) 
2.3
Related Publications

These guidelines should not be read in isolation. They are designed to help organisations understand, and develop privacy codes but do not provide detail on, for example, the NPPs.  Organisations planning to develop a code are encouraged to also develop a detailed understanding of the legislation and, in particular, the NPPs.

To help organisations understand the legal obligations contained in the NPPs, the Privacy Commissioner will, from time to time, release guidelines that explain the NPPs.  These guidelines will give more information about how the Privacy Commissioner will evaluate the privacy practices of organisations. A privacy code will not be approved if there is potential for the application or interpretation of the principles or accompanying material in a code to undermine the standards set by these NPP guidelines. (Refer to Chapter 4 for further information.)

Because personal health information is considered to be particularly sensitive, the Privacy Commissioner will also release guidelines on the application of the NPPs in the health services sector. Although the general NPP guidelines will explain how the NPPs apply to personal health information, organisations that handle personal health information and also provide health services should consult the any health related guidelines before submitting a code of conduct for approval. 
CHAPTER THREE - ISSUES TO CONSIDER BEFORE DEVELOPING A PRIVACY CODE

Organisations that are unclear about what is involved in developing and implementing a privacy code may find this chapter useful. It is designed to help an organisation build a basic understanding of the substance and role of codes. This understanding can then be applied to an organisation or industry circumstance for the purpose of evaluating the best regulatory option. 

3.1
Assessing the need for a privacy code
There are many arguments for why an organisation may want to adopt a privacy code, however, adopting a code is not mandatory.  An organisation may choose to comply with the default NPPs if they are likely to satisfy its objectives. 

If an organisation decides that it wants to adopt a privacy code, it is likely that the decision will be based on:

· a sound understanding of the operational requirements of a code;

· an analysis of risk; and

· an understanding of customer and business expectations.

Before embarking on the code development process, it is advisable that organisations check for any existing privacy codes that may have been developed by industry participants or industry associations that may have overlapping coverage. The reason for this is that an excess of privacy codes in an industry is likely to lead to consumer confusion - something the Privacy Commissioner wants to avoid. (Please refer to chapter 4 for additional information on matters that the Privacy Commissioner will consider before approving a privacy code.)  
Following is a short list of reasons why an organisation might decide to adopt a code rather than simply comply with the baseline NPPs. This list is by no means exhaustive nor is it all-inclusive, it is simply designed to help organisations work through the rationale for having a code. 

· A code can make good business sense by sending a positive statement to the community that a particular organisation/industry is conscious of the privacy concerns of individuals and is active in protecting their privacy rights.

· A code can incorporate higher standards for privacy protection than the NPPs require, which can allow organisations/industries to differentiate themselves in the marketplace.

· A code administrator can commit the scheme to a stronger assurance process (through independent audit or monitoring programs) as a way of further differentiating an organisation/industry in the marketplace.

· A code can be a good way of changing the culture of an organisation or industry by raising awareness of privacy and introducing a compliance regime.

· It may also serve as a guide to regulation by providing organisations with a single document that incorporates all its related legislative requirements and industry standards written in industry specific language.

· A successful code can promote industry integrity that, among other things, serves to lessen consumer demand for further regulatory intervention. 

· It is often quicker and easier to amend codes than it is to amend the law, allowing organisations/industries to be more responsive to the concerns of individuals or changing industry circumstances.
· A code can allow organisations/industries to develop higher standards or introduce different principles in order to comply with the privacy requirements? of other countries or trading partners. This will be particularly pertinent to organisations with global operations.

· A code that incorporates an adjudication system can give industry a sense of ownership in dispute resolution. Also, there may already be an existing dispute resolution system operating in an organisation/industry that can work as a “one stop shop” for consumers seeking redress.

3.2
Options for Complaint Resolution

With the commencement of the new amendments to the Act on 21 December 2001, the Privacy Commissioner will have additional complaint handling functions due to a wider coverage of private sector organisations.  Private sector organisations that are subject to the Act will either be bound by the NPPs in the Act or a code approved by the Privacy Commissioner that contains principles that are at least overall equivalent to the NPPs and to which the organisation has subscribed.

Individuals will still be able to complain about interferences with their privacy, however the Privacy Commissioner will not be the only avenue for redress.  The Privacy Commissioner will handle complaints about breaches of the NPPs in the Act.  If an approved code contains a complaints handling process, a code adjudicator will investigate complaints against a code subscriber instead of the Privacy Commissioner.  The code proponent may appoint the Privacy Commissioner to be the code adjudicator if the Privacy Commissioner agrees, or it may appoint an independent code adjudicator.  

As it is possible for the privacy rights of individuals to be upheld by a code adjudicator as well as the Privacy Commissioner under the co-regulatory model, the success of co-regulation will largely depend on effective communication between all parties, and particularly with individuals.   It will be important for individuals to be able to easily find out whether an organisation is bound by the NPPs or an approved code and whether the Privacy Commissioner or an independent code adjudicator will deal with their complaint if they are unable to resolve it directly with the organisation concerned.  The mechanism for making this information readily available is discussed in chapters 4 and 5. 

The Privacy Commissioner will also be able to review complaint decisions made by an independent code adjudicator.    Determinations made by a code adjudicator may be enforced by orders of the Federal Court of Australia or the Federal Magistrates Court.  

What about a code with an adjudicator only, which accepts the default principles unchanged – do these still have to be included in  the Code?
3.3
Considering resource requirements 
Organisations will also need to be aware that develop and implementing a privacy code will necessarily require a commitment of resources. Obviously the costs will vary greatly from scheme to scheme with likely variants being whether or not the scheme establishes its own complaint handling body, the size and nature of the organisation/industry that will be covered by the code, and the nature of the code itself.

The following list is designed to assist organisations developing a privacy code by raising matters that should be considered before embarking on the process. Each of these matters will be discussed in more detail in later chapters.

· There are several steps involved in developing the code that will require a certain allocation of resources. These steps include, investigating the need for a code, writing and publishing the code, seeking external legal or professional advice, implementing code relevant systems, and educating and training staff.    

· Organisations will necessarily bear costs associated with the consultation process (the requirements of consultation are discussed in some detail in chapter 4).

· Organisations are advised to consider the potential costs associated with running an effective code adjudication scheme. Sufficient resources will need to be allocated to ensure independence and effective complaint handling.   This allocation will necessarily be ongoing. (Further advice on the requirements of a code adjudication scheme is available in chapter 5.)

· Organisations that choose to adopt a privacy code are encouraged to allocate resources to its promotion. The more informed consumers are of the existence of a code, the more an organisation will be able to differentiate itself in the marketplace. (More information on the requirements of code promotion is available in chapters 4 and 5.)

3.4
Getting help from the Office of the Federal Privacy Commissioner

The Office of the Federal Privacy Commissioner (OFPC) is able to provide some assistance to organisations that are considering or are in the process of developing a code. These guidelines will be the first source of assistance.  

The OFPC will also provide some support to steering committees or related groups through privacy introduction workshops or presentations early in the code development process.

It will also provide a contact officer from its policy section to provide general (non-legal) advice to code development steering committees and assist them to resolve any privacy issue that is proving difficult for the committee.   

· Depending on the complexity of the issue the advice would be given via the telephone, email, or in some cases in writing.

· Any advice provided by the contact officer will be given with the understanding that the advice provided is a ”good practice” view of the issue and not approval of the practice. Approval of a practice is a task charged to the Privacy Commissioner through the code approval process.

· The contact officer will also be in a position to offer comment and recommendations on the draft of the code (that is, the draft before it is released for public comment) on a without prejudice basis. 

However, OFPC staff will not be available to participate as a fulltime or part-time member or observer in any private sector code development committee. This will ensure that any potential conflict of interest arising between this sort of assistance and the formal approval of a code by the Privacy Commissioner is avoided.  

3.5
The role of the ACCC

The Privacy Commissioner understands that where there is collective industry action to sanction breaches of a privacy code there is the potential for such action to breach the competition provisions of the Trade Practices Act 1974 (Cth). The OFPC will consult with the ACCC and the Attorney General’s Department on this matter and develop this section further before the guidelines are finalised. 

CHAPTER FOUR - 
ISSUES TO CONSIDER WHEN DEVELOPING A PRIVACY CODE

Once an organisation has decided to develop a privacy code there are a number of things that will need to be considered further. Some of these matters are discussed in some detail in Chapter 4, while Chapter 5 will outline considerations and requirements in relation to complaints systems and code adjudication.

Chapter 4 is split into two categories of advice distinguished by the main body of text and the highlighted sections at the end of each subchapter. The main body of chapter 4 serves two functions. It forms a set of guidelines issued by the Privacy Commissioner under section 18BF(1)(a) of the Act, which give assistance to organisations developing and implementing a privacy code. It also serves to inform the guidelines issued by the Privacy Commissioner as established under section 18BF(1)(c) of the Act. 

The second category of information will be a set of formal guidelines issued by the Privacy Commissioner as provided for by section 18BF(1)(c) of the Act (the highlighted sections). These formal guidelines list all the things a code proponent is required to do before the Privacy Commissioner will approve a code.

4.1
Adequate Public Consultation must have occurred - s.18BB(2)(f)

One of the key features of the co-regulatory approach to the Act is that industry has the opportunity to benefit from developing privacy codes and handling any complaints associated with the operation of these codes.  However, along with this opportunity comes the responsibility of ensuring that codes, which are essentially replacing the legislation, are adequately discussed with the relevant stakeholders.

When government initiates and develops regulation, and industry develops voluntary codes of conduct on other issues, extensive consultation is generally a key element.  Privacy codes should not offer less opportunity for the public to comment on and examine industry led regulation, particularly when the code seeks to replace consumer protection under default legislation. Effective consultation will ensure that codes adequately meet the needs and expectations of both industry and individuals. The credibility and integrity of the co-regulatory approach depends on privacy codes gaining widespread support and acceptance from stakeholders (especially consumers). 

The Privacy Commissioner is unlikely to approve a code unless consultation conducted by the code proponent has produced no serious objections from relevant stakeholders - particularly those representing consumer interests. [This may be too tough – there will always be some groups who are not satisfied – this could be a recipe for guaranteed failure] If a code proponent cannot clearly demonstrate that all relevant stakeholders have had an adequate opportunity to comment on a code then the Act allows the Privacy Commissioner to conduct a separate public consultation process.  However, relying on the Privacy Commissioner to undertake consultation will generally mean that the approval process will be subject to considerable delay.

The Privacy Commissioner will not use these consultation powers to broker a resolution between the code proponent and other stakeholders who have raised serious objections. Unless the code proponent can work directly with stakeholders to resolve such differences, the Privacy Commissioner is most unlikely to approve a code subject to such objections.

Defining adequate consultation

The Act states that the Privacy Commissioner can only approve a code after being satisfied that the public has been given an adequate opportunity to comment on it. The term adequate is a subjective one and therefore will be judged according to varying conditions and circumstances. For example, where an industry is highly specialised and has a distinct clientele it may not be necessary to consult directly with a broad range of interest groups. Instead, adequate consultation in this circumstance may involve consulting only a small number of industry and community representatives that specialise in the field. 

Consultation strategies will play an important part in the process of judging adequate consultation. It is important that consultation strategies not put up barriers or restrict opportunities for certain groups to respond.  Some members of the community, for example, those with disabilities or with limited English language skills, may find it difficult using some communications channels or may need different timeframes in order to participate in a consultation process. An organisation should consider the methods it chooses to use for consultation and examine them for any potential access problems. For example, if your stakeholders come from English speaking and non-English speaking backgrounds, it may be inappropriate to only advertise in English language newspapers.

In most cases organisations will be expected to consult widely on a draft of a proposed privacy code. The main purpose of this is to ensure that key stakeholders and others impacted upon by the proposed code have not only been consulted but are largely supportive of it.


Additional help

The Consumer Affairs Division of the Department of the Treasury has issued a paper entitled Getting it Right: Ideas for Consulting Communities.  This document describes the three key elements of effective consultation: careful planning, appropriate implementation and responsible outcomes, and provides helpful advice on how to conduct effective public consultation.

The Department of Family and Community Services has issued a paper called Inclusive Consultation: A practical guide to Involving People with Disabilities – available at http://www.facs.gov.au/disability/ood/consgide.htm. This guide has been developed to provide practical advice on how to consult with people with disabilities. It also offers strategies that are relevant for all consultations in order to cater for the broad needs of the community.

Other suggested methods of communicating with community stakeholders include:

· Stakeholder reference committees

· Discussions with appropriate consumer representatives 

· Utilise existing consumer, government and industry networks for dissemination of code and receipt of feedback

· Incorporate information about the code into the organisation's existing communications. For example, the billing cycle can be used to add flyers inviting comments on the code

· Place details and a copy of the code on the organisation's website

· General advertising which can be aligned with marketing goals of the organisation – especially useful if impact is cross community

· Focus groups

· Presentations at industry conferences

· Advertisements in newspapers

· Specialised press 
Formal guidelines in relation to s.18BB(2)(f)

· The Privacy Commissioner requires code proponents to allow a minimum of six weeks for public consultation. The first day of this consultation period cannot start or end on a public holiday or a weekend. First day can only be at start – not end!! – should say “period should not start or end”?
· The code proponent will be required to submit to the Privacy Commissioner a statement of consultation with the application for code approval.  This statement should contain the following details:

- The beginning and ending date that the code was available for public consultation.

- Identification of people or groups that will be affected by the privacy code.

- Methods that were employed by the organisation to consult with these groups. This should document how the groups were invited to comment.

- Summary of issues raised by the groups or individuals and the organisations response to these issues. Feedback provided to an organisation must be given fair and appropriate consideration. Where the code was changed to reflect another opinion, the organisation should provide details of this change.  If the feedback was not incorporated into the final document, the organisation should provide reasons as to why it was not.

- Documentation to substantiate the fact that consultation occurred (especially with consumer representatives) and that no serious objections were raised to the proposed code. [May well be serious objections – should not necessarily be fatal – see above]
4.2
Code must be Equivalent to NPP Obligations – s.18BB(2)(a) 

Section 18BB(2)(a) of the Act provides that the Privacy Commissioner can approve a privacy code if, and only if, the code incorporates all the NPPs or sets out obligations that, overall, are at least the equivalent of all the obligations set out in those Principles. 

This means that the Act does not limit the drafting of codes to an exact reproduction of the NPPs. Instead it gives organisations the option of modifying the default principles to best suit an organisations needs. Some examples of how the default principles can be modified in codes include:

· adding to the existing principles in order to raise the standard of privacy protection; 

· including industry specific language with the principles in order to customise the principles to an industry; and/or

· restating the obligations of the NPPs in an alternative way.

However, as stated above, a code that modifies the NPPs in any way must still be at least overall equivalent. When deciding whether a code is equivalent, the Privacy Commissioner, among other things, will refer to any guidelines issued by the Privacy Commissioner on the application of the NPPs. These guidelines document the Privacy Commissioner’s view of how the NPPs should be applied. Codes will not be approved if they undermine the interpretation expressed in these guidelines, as this will necessarily lessen the obligations set out in the NPPs. The Privacy Commissioner will also consider the views of consumers and other stakeholders when judging equivalency.

Given that the Act requires an approved code to be overall equivalent to the NPPs, there is the potential for a code proponent to seek approval to have obligations under a principle lowered, providing that they can clearly demonstrate that the code adequately compensates for this reduction in other ways. [This is a potentially dangerous interpretation – the Guidelines should warn that PC won’t trade important principles against each other – must be equivalent to all of the significant obligations – only very limited scope to weaken any one principle]
Codes can not be approved if there is the potential that individuals will have less protection than they would otherwise be afforded under the default principles. Agreed – see point above
Formal guidelines in relation to s.18BB(2)(a)

· Organisations submitting an application for approval of a code to the Privacy Commissioner will include a statement as to how the obligations set out in the code are, overall, at least the equivalent of the NPPs.
Should explain whether it is possible to have a Code with only some principles (deferring to legislation for others) or is it “all or nothing”?

Must explain if they are allowed to call them NPPs (if not changed) – and what other terminology will be acceptable (eg: code Clauses?  Provisions? Standards? Principles?

4.3
Explanatory Material to Code 

Explanatory material to a code can help to tailor a set of privacy principles to the specific needs of an organisation or industry. It is likely that explanatory material will take the form of practical examples or written statements suggesting ways that certain principles can be practically followed.

Privacy Commissioner as Complaint Handler

If a privacy code does not include a complaint handling mechanism the Act provides that the Privacy Commissioner will handle any complaints made under the code. 

The guidelines to the NPPs, which will explain how the Privacy Commissioner expects the NPPs to operate in practice, will be relevant to the investigation, resolution or determining of complaints. Although the guidelines will not be legally binding in a direct sense, they will provide organisations and individuals with a guide as to how the Privacy Commissioner may deal with complaints.

Code Adjudicator as Complaint Handler

Where a code is to include a complaint handling mechanism the Act provides that an independent code adjudicator must be appointed to handle complaints. A code proponent may wish to develop materials that will help the code adjudicator to more effectively handle complaints. In some cases the NPP guidelines will be used for this purpose but it is possible for an organisation to develop industry specific explanatory material. 

If the explanatory, or interpretive, material is intended to be binding on the code adjudicator, [can it be binding – surely can only be the same status as the Commissioner’s NPP Guidelines – guidance only??] it should be included in the application for code approval. In general the material should be consistent with the interpretation of the NPPs as outlined in the Privacy Commissioner's NPP Guidelines.  However, departures from the NPP Guideline interpretation may be approved if the changes have been included as part of the consultation process and there is evidence of support for the changes and the changes do not affect the code’s overall equivalency.

Formal guidelines in relation to explanatory material to a code

· Organisations submitting an application for approval of a code to the Privacy Commissioner will include a statement explaining the status of any explanatory material. Any guidance that is to be binding on a code adjudicator will need to be approved as part of a code.  

4.4
Code should Specify organisations that it Covers – s.18BB(2)(b) and s.18BB(2)(d)

The Act requires that before the Privacy Commissioner can approve a code, the code must either:

· Specify the organisations bound by the code; or

· Provide a way of determining the organisations that are, or will be, bound by the code.

It must be clear to the Privacy Commissioner, other regulators and individuals, which organisations (or parts of organisations) are bound by a code at any given time. Therefore, one of the obligations of a code administrator will be to maintain a clear and easily accessible record of code participants. One way of doing this is to maintain an up to date website with links to relevant organisations and to the Privacy Commissioner’s website. (The OFPC will also maintain a website that provides for a register of all approved codes with appropriate links.) It would also be advisable to devise ways to make this information readily available to individuals who do not have access to the Internet.

Organisations or industries that would prefer not to maintain an online register would need to convince the Privacy Commissioner that individuals would be advantaged by an alternative system.  In each case the register of organisations bound by the code would need to be well maintained and up to date.

If the code is intended to cover an organisation that is the parent company of a number of subsidiary organisations, and it is intended that each of the subsidiary organisation are to be bound by the code, then the names of all subsidiary organisations must be included in the register.

If an organisation states that it complies with an approved privacy code but is not registered in some way with the code administrator, the Privacy Commissioner will deem the organisation not to be bound by the code. [What if there is an industry split and the administrator stops co-operating with some members – they shouldn’t be deprived of the benefit of a Code through no fault of their own?] Such organisations should also consider the implications of this behaviour in terms of other legal requirements, including the Trade Practices Act 1975 (Cth).
Formal guidelines in relation to s.18BB(2)(b) and s.18BB(2)(d)

· All codes will have to make provision for the establishment and appropriate funding of a code administrator. [How does this work for single organisation codes? – the requirements here and elsewhere seem to rule this out as a practicable option??] Where a code provides for a complaints handling mechanism, the code administrator must have an independence from code members (refer to chapter 5 and the prescribed standards). [Why only if code has a complaints mechanism? – shouldn’t the administrator of a ‘standards only’ code also be independent?]
· Organisations submitting an application for approval of a code to the Privacy Commissioner will include a statement as to how they will maintain an accurate, up to date and easily accessible record of code participants. The Privacy Commissioner strongly advises code administrators to maintain a website that includes a register and is linked to the Privacy Commissioner’s website. Where the proposed approach does not include an online register the application must state how individuals will be better advantaged by the proposed alternative system. 

· Organisations submitting an application for code approval will include a detailed statement of how they intend to keep the register up to date and accurate.  

· Organisations submitting an application will need to give a commitment that they will operate and maintain a website for the life of a code that either includes or links directly to a copy of the code. [Can’t see how a website can be mandatory? – too technology specific anyway] The website must also provide contact details for the code administrator, list the current code members and have a link to the Privacy Commissioner’s home page ( www.privacy.gov.au ).

4.5
Membership of a Privacy Code Must be Voluntary  - s.18BB(2)(c)

The Privacy Commissioner can only approve a privacy code when being bound by the code is a voluntarily act of an organisation, that is, when it is not compulsory for any organisation to be bound.  This requirement is set out in the Act to ensure that the flexible approach embodied in the co-regulatory regime is supported.

Industry associations that represent organisations for which membership of the association is required by law (for example professional accreditation bodies) will need to take particular care that any proposed privacy code does not become a requirement of membership. This will also be an issue for organisations that are required by law to be bound by a code of conduct that regulates other industry practices for which the proposed privacy code is to be incorporated. 


[As long as membership is not mandated by law, then why can’t code compliance be a condition of membership?]
Formal guidelines in relation to s.18BB(2)(c)

· It is not compulsory for any organisation to be bound by a privacy code, thus, organisations submitting an application for approval of a code to the Privacy Commissioner will include a statement as to how they will ensure that agreeing to be bound by a code requires a voluntarily act of an organisation. The statement will also need to highlight the procedures in which an organisation can opt in and out of the code.

4.6
Requirements for code review

Before the Privacy Commissioner will approve a code, it will need to have a built in review process, guaranteeing the periodic review of the operations of a code by an independent review body. [Again seemingly rules out single organisation codes?] This is also a requirement of the Prescribed Standards.

Periodic reviews should be undertaken at least once every three years and should encompass the content of the code and the operation of the external complaints resolution scheme where applicable. This is designed to help ensure that the code is meeting all the proposed objectives and remains relevant and up to date in a changing marketplace.

A review should allow for government, consumers and other stakeholders to comment on the operations of a privacy code. A response from the code administrator must accompany the independent report based on the review and must be submitted to the Privacy Commissioner within 30 days of the report being finalised. Ideally all reports should also be made public to allow for public comment.

If the Privacy Commissioner becomes aware that an independent review has not occurred after the period indicated at the time of code approval, the option of revoking the code may be considered.

Formal guidelines in relation to code review

· Organisations are required to embody in the code a process for independent review, to occur at least once every three years.

· Organisations are required to provide a statement to the Privacy Commissioner of their intentions to allocate adequate resources to the review of the code.
· Organisations are required to include in their annual reports to the Privacy Commissioner a summary of the outcomes of a code review.
4.7
Limited life Codes – Section 18BB(6)
The Act allows for the Privacy Commissioner to approve a privacy code that is intended to operate for a limited period of time, or that will expire in certain circumstances. If an organisation intends to submit a limited life code the following will need to be clearly illustrated in the code:

· The date that the code is due to end. To ensure individuals clearly understand the time limitation of the code, the organisation must indicate how it intends to communicate this to individuals - particularly in the lead up to the cessation date.

· The circumstances in which the code will cease to operate. This means that if it is intended that the code will expire in certain circumstances, full details of the circumstances must be included in the body of the code.  The circumstances leading to cessation of the code must be made very clear in order to avoid any disputes at a later time about whether or not the conditions for cessation have been met.  If the circumstances cannot be clearly articulated, the code may not be approved as a limited life code. An alternative approach would be for an organisation to apply to have the code revoked at a later stage should the circumstances for cessation arise. (See chapter 7 on Revoking an Approved Code).

Formal guidelines in relation to s.18BB(6)

· The Privacy Commissioner requires organisations seeking approval of a limited life code to clearly state how they intend to inform individuals of the life span of the code and pre-establish procedures for termination.
4.8 
Limitation on Coverage – Section 18BB (7)

The Act provides for the Privacy Commissioner to approve a code that covers only certain operations of an organisation. For example, a code can apply to:

· a specified type of personal information

· a specified activity or class of activities; or 

· a specified industry sector and/or profession. 

If an organisation proposes a code to cover only certain aspects of its operations then the code must make absolutely clear what operations are covered by the code and what operations are bound by the default principles. [This implies that Codes with only some principles may be accepted (see above) – otherwise could have meaningless provisions that simply don’t apply.] The key here is avoiding any type of consumer confusion as to what is covered by a code. Therefore, depending on the nature of the proposal it may be appropriate for the code administrator to implement additional measures to advertise the existence of the code to consumers and clearly explain the circumstances of the codes operations.
Formal guidelines in relation to s.18BB(7)

· The Privacy Commissioner requires organisations seeking approval of a code that has a limited coverage to include in the application a statement that details exactly which type of personal information, activity, and/or profession the code is to cover and the procedures in which an organisation may cease to be bound by the code. [Surely the Code itself must do all this?]
· The Privacy Commissioner requires this statement to be included on the web page (or pages) [see comment above re web site] to better inform individuals of the limitation on coverage.
4.9
Must be drafted to a professional standard

An approved privacy code will replace the default privacy principles in the Act meaning that the code will be binding on its signatory members as though it were a piece of legislation.  Because of this, a code must be carefully drafted to an appropriate legal standard. An organisation should take particular note of this requirement if it intends to modify the existing principles or include a complaints handling mechanism.

Each paragraph in the code should be numbered.

To help individuals and organisations understand their rights and obligations, the code must be unambiguous and clear - and where possible written in plain English .
In general, a code should not include industry jargon unless the language is clearly understood by all stakeholders, or a list of definitions is included in the code.

If an organisation does not have expertise in drafting codes, it may be useful to enlist outside expertise.

Formal Guidelines in relation to drafting the code 
· The Commissioner will require all codes to be written to a professional standard that uses language that is easy for individuals to understand.
4.10
Developing an explanatory statement to guide a Regulatory Impact Statements (RIS)

Government policy requires the Privacy Commissioner to consult with the Office of Regulation Review (ORR) as part of the code approval process. Part of this consultation includes the preparation of a Regulation Impact Statement (RIS).  Before the Privacy Commissioner can complete the RIS, the proponent must supply all the necessary information.  The Privacy Commissioner has prepared a template in the form of a draft RIS that must be completed and submitted to the Privacy Commissioner with the code. [Not clear why an RIS is necessary, as the legislation has clearly set down minimum and maximum standards, and Codes can’t depart much from them – amounts to ORR second-guessing Parliament, which has already decided that the costs of this type of regulation are justified.  The PC should contest this so- called requirement]
See Appendix 3 for a copy of the template. 

Formal guidelines in relation to drafting a RIS

· Code applicants are required to submit a draft RIS with their application. 

4.11
Additional things the Privacy Commissioner will consider before approving a code – s.18BB(4)

Although co-regulation is the underpinning concept of the Act, the Privacy Commissioner recognises that approving multiple codes for a particular industry or sector may not lead to an overall satisfactory outcome for both business and consumers.  Therefore, before approving a code the Privacy Commissioner will need to be satisfied that, among other things, the code does not create consumer confusion about privacy protection within an industry.

Given that the Privacy Commissioner will consider the market circumstances in which a code is to operate and the potential for consumer confusion, it is recommended that code proponents include with the application information on the following:

· The extent to which the industry is already covered by existing privacy codes.

· The relevance of the code - does it meet a specific need not represented by existing privacy codes.

· The extent to which industry members support the proposed code (if the code is an industry code).

· The ease with which individuals will understand coverage and their rights under existing codes. 

· The extent to which the code proponent plans to assist individuals to understand the coverage and context of the code.

The Privacy Commissioner will also be considering the views of other stakeholders in relation to these matters.

4.12
Code promotion as best practice advice 
The Act does not require a code administrator to publicise the existence of an approved code. However, given an effective code would be one that allowed organisations to better differentiate themselves in the marketplace, promotion of the code is likely to be a preferred option for most organisations. The Privacy Commissioner recommends promotion of a code as a good practice means to ensure that individuals are aware of the fact that an organisation is bound by a code.

While the law does not require publicity for a code, the Privacy Commissioner does require code members to make known the existence of a code during the course of a relevant transaction. For example, if an individual requests more information about an organisation’s information handling practices, organisations will need to make this information available (this is also an obligation under NPP 5). [Fine, but this doesn’t seem like a good example of a ‘relevant transaction’ – what about just ordinary purchases etc – why don’t these invoke the requirement? Unless they do, individuals will assume default principles apply, and their IPP 1.3 notices could be misleading]
If a code provides for a complaints handling mechanism, individuals must be made aware of where to lodge complaints. This information must be available on request.

Individuals who require a copy of a code should also be able to obtain one on request from a code compliant organisation.

In addition to the above, there is value in promoting a code to code members. By encouraging compliance with a code, and assisting code members develop systems that allow them to comply, a code administrator will be able to build the image of an organisation or industry that respects the privacy rights of individuals.

Formal Guidelines for Code Promotion

· The Privacy Commissioner requires code members to make known the existence of a code during the course of a relevant transaction.

· The Privacy Commissioner requires evidence of the existence of plans to help code signatories implement and comply with the code, including a commitment of resources to the promotion of the code to industry members.
CHAPTER FIVE - COMPLAINTS

This chapter provides information for code proponents about the option of having a complaint handling process built in to a code. It describes how such a complaint process would interact with the overall federal privacy complaint environment of the private sector. 

Chapter 5, is divided into two parts – part 5A and part 5B.  Part 5A will discusses matters code proponents should consider with regards to having a complaints handling process; it explains the requirements and the obligations specified in the Act; and will work to inform the provisions in part 5B.

Part 5B provides a set of formal guidelines issued by the Privacy Commissioner with regards to making and dealing with complaints under an approved privacy code. The Privacy Commissioner must be satisfied that a proposed code meets these guidelines before approving it. 

The Privacy Commissioner must also be satisfied that a proposed complaint handling process meets standards prescribed in the Act.  Appendix 1 reproduces the 1997 document titled, Benchmarks for Industry-Based Customer Dispute Resolution Schemes that was released by the then Minister for Customs and Consumer Affairs, the Hon Chris Ellison. The Attorney General has indicated that the Benchmarks will form the basis for these prescribed standards.  
5A.1
Complaint handling under the existing private sector jurisdiction

The Privacy Commissioner currently has jurisdiction over private sector organisations in respect to the handling of consumer credit information, tax file number information and spent conviction information.  These types of information are regulated respectively by the Credit Reporting Provisions in Part IIIA of the Privacy Act; the Tax File Number Guidelines issued under section 17 of the Act; and the Spent Conviction Scheme in Part VIIC of the Crimes Act 1914 (Cth).

Once the new amendments to the Act have commenced operation, the Privacy Commissioner will retain the complaint handling roles in relation to these areas of jurisdiction.  Irrespective of the provisions in an approved code, a subscriber to the code will still have to comply with the requirements upon it under the Credit Reporting Provisions, the Tax File Number Guidelines and the Spent Conviction Scheme.  It will not be possible for a code adjudicator to make decisions about compliance with the provisions in these pieces of legislation.   However, the NPPs or the equivalent under an approved code will also apply to consumer credit information, tax file number information and spent conviction information because these are simply specific types of ‘personal information’.  

This may cause some confusion for individuals who wish to make a complaint concerning these types of information as to whom the complaint should be directed.   Individuals will have the option of complaining to the Privacy Commissioner that a breach of the Credit Reporting Provisions, the Tax File Number Guidelines, the Spent Conviction Scheme or the NPPs has occurred, or complaining to a code adjudicator that a breach of the approved code has occurred.     

In some cases, it may be difficult for code adjudicators to decide whether a complaint would be more appropriately handled by the Privacy Commissioner, such as where only a comparatively small part of the personal information involved in the alleged breach may be one of the types of personal information regulated by the more specific legislation.    

	Example 5

A complaint may involve an individual’s accountant who has allegedly improperly disclosed extensive information about the individual’s financial and taxation affairs, and the individual’s tax file number was also disclosed because it appeared in several places amongst the documents.  

The disclosure of all of the individual’s personal information is regulated by NPP2.1 or the equivalent under an approved code.  However, the disclosure of the tax file number itself is also regulated by Guideline 2 of the Tax File Number Guidelines.




It is more appropriate [required] for the Privacy Commissioner to handle a complaint from an individual about the improper handling of his or her consumer credit information, tax file number information or spent conviction information.   The provisions of the relevant legislation were designed to offer greater protection over these specific types of personal information.  It is also possible that an organisation may have committed a tax file number offence or a credit reporting offence in the course of dealing with an individual’s information and, under section 49 of the Act, the Privacy Commissioner is obliged to refer such matters to the Australian Federal Police or the Commonwealth Director of Public Prosecutions for the purpose of those authorities considering criminal proceedings against the organisation.

It is important that individuals are aware that the Privacy Commissioner is the more appropriate person to consider such complaints and consequently, code adjudicators will be required under the Privacy Commissioner’s Guidelines to inform complainants of this and will be able to refer such complaints to the Privacy Commissioner.

What about mixed complaints involving credit or TFN but also more general – would be best to refer any such mixed complaints to the PC, but then could he/she investigate breaches of Code principles? (only if formally referred??)
5A.2
Complaints about a breach of the NPPs

Where the handling of personal information by an organisation is regulated by the NPPs in the Act, [ie: where no Code applies] an individual’s complaint of an interference with his or her privacy will be handled by the Privacy Commissioner in the same way as a complaint under the current jurisdiction.   The Privacy Commissioner’s existing powers and discretions in the Act will also apply to complaints where an organisation is subject to the default principles.

This does not mean that private sector organisations will not be able to resolve complaints directly with an individual.  Indeed, the Privacy Commissioner strongly encourages such direct resolution in the first instance.  In addition, under section 40(1A) of the Act, the Privacy Commissioner must not investigate a complaint under the NPPs, unless the respondent has had an adequate opportunity to deal with the complaint.  

5A.3
Complaints about a breach of an approved code
Where the Privacy Commissioner has approved a code that does not include a complaint handling process, complaints about a breach of the code will be handled by the Privacy Commissioner in accordance with the complaint handling process set out in the Act. That is, a similar approach to that used for handling a complaint under the NPPs.

5A.4
Factors to consider in deciding whether to have an independent complaint adjudicator under an approved privacy code

Whether or not a code proponent wishes to include complaint adjudication provisions in the proposed code is a matter the code proponent will need to consider carefully.

Part 5A.4 of this document elaborates on some of the considerations that a code proponent may wish to take into account in making this decision. 

Reasons for having a complaints handling process built into a code

Code adjudicators will have very similar powers to those of the Privacy Commissioner for handling complaints.  A code adjudicator will be able to dismiss complaints on certain grounds and will be able to order a subscriber to undertake remedies analogous to those that the Privacy Commissioner may order under section 52 of the Act to resolve a complaint.  This means code members can potentially benefit from increased customer confidence associated with having access to a complaint resolution process that is virtually the same as the Privacy Commissioner’s and is also tailored to the particular circumstances of the sector covered by the code.   

Initial customer confidence in an independent process would also come from customers being made aware that they can always request the Privacy Commissioner review any decision made by the code adjudicator [including decisions to dismiss or discontinue??].      

Over time, code adjudicators could be expected to develop specialist industry knowledge and experience and establish solid contacts with the code members that should lead to efficient and consistent complaint resolutions.      

Subscribers to a code containing a complaint handling process may also be able to offer their customers a one-stop dispute resolution service that will be able to deal with multi-faceted problems, including privacy issues, that customers have with a code member.  An organisation that chooses to have its own code and has an existing complaint or customer service infrastructure would be able to appoint a person in the infrastructure as the code adjudicator under the code process provided they meet the prescribed standards and the Privacy Commissioner’s guidelines.  [This implies an adjudicator must be an individual – is this correct? Surely it can be a body (tribunal or committee).
An organisation that is able to successfully resolve the majority of its customers’ concerns, including concerns about information privacy, without the need for recourse to the Privacy Commissioner may also be able to build strong relationships with its customers. 

If the code adjudicator circulates its findings from resolved complaints, without identifying the parties, all code members will benefit from learning how customers expect their personal information to be handled and best practice will develop specifically for the sector covered by the code.  In this way, even code members that have very few complaints will still benefit from participating in the scheme.   [Will the PC also adopt this approach too in future??]
Potential costs associated with having a complaints handling process 

In Chapter 3, there is some discussion about the likely resources necessary for developing a code such as obtaining professional advice, consulting with industry members and peak bodies, and consulting with members of the public.   

While code members will bear some costs arising from having an approved code, such as supporting the code administrator, these costs will increase if there is a complaint handling process under the code as well.  If a complaint handling process is included in the code, under section 18BB(3)(b) of the Act, it is mandatory to have a code adjudicator to make decisions on complaints under that process.  

A code adjudicator would have to be provided with an infrastructure within which to carry out its functions, such as providing information to individuals, receiving and investigating complaints, and reporting to the Privacy Commissioner.  The infrastructure will largely be determined by the requirements upon code adjudicators under the Act, the prescribed standards, the Privacy Commissioner’s guidelines and the particular features of the complaint handling process under the approved code.  The volume of complaints received will also have a bearing on the size and complexity of the infrastructure.

At the very least, the code adjudicator would require funding, support staff and administrative services to be able to independently carry out investigations and meet the associated requirements, such as reporting to the Privacy Commissioner.  Benchmark 2.9 of the prescribed standards specifically provides that a scheme must have sufficient funding to enable it to meet its functions and obligations in accordance with the Benchmarks. (Refer to Appendix 1)

Even if a code includes complaint handling processes, it is possible to appoint the Privacy Commissioner as the code adjudicator.  The Privacy Commissioner will not agree to perform this role under such an approved code unless the code proponent meets the full cost of the Privacy Commissioner providing the service. [This seems unfair – what is the difference between this and a Code without a complaints mechanism, where the Commissioner would handle complaints under the default scheme?? 
Under the prescribed standards, there must be an overseeing entity that has overall responsibility for the complaint handling process under the code.  It has such roles as hiring and managing the code adjudicator and the code administrator. For an organisation with its own code, this would at least require the diversion of existing resources and possibly the commitment of additional resources.  For a jointly subscribed code, code members will have to fund this entity as well.  

Code members will also have to devote resources to training the relevant staff in their organisation about the operation of the complaint handling process under the code (although similar training would be necessary anyway if the Privacy Commissioner is to deal with complaints under the process set out in the Act).  Ideally, a code member will need to have a staff that is able to effectively deal with a complaint under the terms of the code in order to avoid the need for the code adjudicator to become involved. Staff will also need to have the skills to respond to the code adjudicator if the matter is taken up.

The prescribed standards also impose a number of procedural requirements upon code administrators and code members that will require a certain allocation of resources.  For example, under Benchmark 1.1 to 1.6 inclusive, the standards require the code administrator to promote the existence of the scheme in the media or by other means and to do so in such a way as to be sensitive to disadvantaged customers or customers with special needs. Code administrators are obliged to produce readily available material about the operation of the scheme and to require code members to inform customers about the scheme.  Meeting these procedural requirements will also require resources and training for the staff of the administrators and the code members. 

5A.5
Complaints about a breach of an approved code that includes a complaint handling process

If the Privacy Commissioner approves a code that does include a complaint handling process, the appointed code adjudicator will have responsibility for considering complaints of breaches of the code and will follow the process included in the code.  It will be possible for the Privacy Commissioner to be the appointed code adjudicator and in that case, the Privacy Commissioner will follow the process under the code.  The Privacy Commissioner acting in the capacity of a code adjudicator will not exercise any powers that are not, or could not be, also included under the code. [Given this limitation ,why would the PC ever agree to be a CA??  If he is unlikely to do so,  should say so]    

A flow chart explaining the complaints handling process is at Appendix 4.

Requirements for a complaint handling process under an approved code

Having privacy complaints handled by a code adjudicator is an alternative to complaints being handled by the Privacy Commissioner under the process in the Act. However, for reasons of consistency the processes for handling complaints under a code must meet many of the same requirements. The complaint handling process must be readily accessible and simple for individuals to understand, so that they are able to negotiate their way through the process without the necessity of legal representation.  As most individuals will have no experience in dealing with such processes, it is essential that the process be structured in such a way that gives individuals confidence in the way their complaint is being handled. To that end, prescribed under the Act are a set of complaint handling standards which must be followed. As well, the Act gives the Privacy Commissioner powers to issue guidelines on designing a complaint handling process for inclusion in a code.    

Where a code lodged for approval by the Privacy Commissioner includes a complaint handling process, the Privacy Commissioner must be satisfied that the requirements set out in sections 18BB(3)(a) to (l) of the Act have been complied with before he or she may approve the code.

In particular, section 18BB(3)(a) provides that the Privacy Commissioner must be satisfied that any complaint handling process in a code must meet both the prescribed standards and any guidelines issued by the Privacy Commissioner for making and dealing with complaints.

Explanation of the prescribed standards under section 18BB(3)(a)(i) of the Act

Under this provision, the Attorney General may issue prescribed standards that must be met by any code complaint handling process. As at the date of issue of these draft guidelines no standards had been prescribed. However, the Attorney General has already undertaken to prescribe standards based upon the Benchmarks for Industry-Based Customer Dispute Resolution Schemes (the “Benchmarks”). The Benchmarks were released in August 1997 by the Hon Chris Ellison, then the Minister for Customs and Consumer Affairs.  

The Benchmarks are currently under review. The Attorney-General’s Department has indicated that the Benchmarks will be prescribed before the review has been completed, if necessary, in order to have standards prescribed to facilitate the approval of codes containing complaint handling processes and before these guidelines are finalised.  Once the review is complete the Benchmarks will be re-prescribed. [This is really unhelpful – is there no way of simplifying the process??]
The Benchmarks are attached at Appendix 1 for information and may also be found at:  www.treasury.gov.au 

Explanation of the guidelines issued by the Privacy Commissioner referred to in section 18BB(3)(a)(ii) of the Act

Under section 18BF(1)(b) of the Act, the Privacy Commissioner has the power to issue guidelines for making and dealing with complaints.  These guidelines are intended to supplement the prescribed standards and contain guidance on some specific aspects of complaint handling that the Commissioner considers should be specified in a process under a code.  The Privacy Commissioner’s guidelines form part B of chapter 5.  

The Privacy Commissioner also has power to issue guidelines under section 18BF(1)(c) of the Act, which under section 18BB(4) may be considered when making a decision about whether to approve or decline a code lodged for approval.  These guidelines could potentially include further requirements for a complaint handling process under an approved code.   However, it is unlikely that the Privacy Commissioner would include any requirements for complaint handling processes in such guidelines, as it would clearly be preferable for the requirements to reside in as few sources as possible.  At this stage, the requirements for complaint handling processes under a code already arise from three places:  Part IIIAA of the Act, the prescribed standards and the Privacy Commissioner’s guidelines issued under s18BF(1)(b) of the Act. 

5A.6 Investigating complaints
Code adjudicators will not necessarily have to fully investigate every complaint.

Complainants should attempt in the first instance to resolve their complaints directly with the subscriber and to give the subscriber a reasonable opportunity to deal with the complaint before the code adjudicator needs to consider the matter.  The Privacy Commissioner has taken the view under his or her existing jurisdiction that, generally speaking, it is reasonable for a respondent to have sixty days in which to deal with an individual’s complaint before the Privacy Commissioner would consider investigating the matter.  The Privacy Commissioner considers that code adjudicators should have a similar discretion. 

	Issue for comment:

Is sixty days a reasonable period to allow a subscriber to respond before the code adjudicator must consider the complaint?  [too long – industry ADR schemes are typically much quicker.  Even allowing for complexity of some privacy complaints, should be a maximum of thirty days, and if a Code wants to have an even shorter period, they should be allowed to.]



If the complainant has complained to the code member directly and has not received a reply or is not satisfied with the response, the code adjudicator must determine the complaint.  The code adjudicator also has the option of referring the complaint to another adjudicator or to the Privacy Commissioner.  The requirements in relation to referring complaints between adjudicators are listed in part B of chapter 5.     

A code adjudicator will be able to determine that a complaint is dismissed under one or more of the grounds in Guideline 5 of the Privacy Commissioner’s guidelines. These grounds are similar to the discretion conferred on the Privacy Commissioner under section 41 of the Act and include that the complaint is dismissed because it is frivolous or vexatious or there is no evidence of a breach.  The Privacy Commissioner considers that these should be reviewable decisions that either of the parties may bring forward for review by the Commissioner. 

Further to this, the Privacy Commissioner strongly encourages code adjudicators to conciliate outcomes so that, wherever possible, the determination is in fact simply the recording of an outcome that all parties have already agreed upon. This is analogous to the way the Privacy Commissioner currently handles complaints.  This approach is explicitly provided for in Part 5B Guideline 5.1(vi), which allows the adjudicator to determine that the complaint be dismissed where the adjudicator concludes the respondent has taken steps to adequately deal with the complaint.

Referral of complaints by a code adjudicator to the Privacy Commissioner

There are two situations where referral of complaints to the Privacy Commissioner can occur.

Firstly, where the complaint is against an organisation that is carrying out functions or services that involve the handling of personal information under contract with a Commonwealth agency.  In such cases, a code adjudicator is obliged under section 40A of the Act to refer the matter to the Privacy Commissioner and the Privacy Commissioner must accept the complaint.

Secondly, it is possible under section 40(1B) of the Act for a code adjudicator to refer a complaint that could normally be investigated by the code adjudicator to the Privacy Commissioner.   The Privacy Commissioner does not have to accept such complaints and generally takes the view that where an approved code with an independent complaint handling process has been set up, the code adjudicator should deal with all complaints received except in exceptional circumstances.  [Such as?  Criteria? Why shouldn’t they be encouraged (or at least not deterred) to refer complex issues – useful standard setting role by the Commissioner
Reviewing a decision [confusing to introduce this term without defining it, presumably = determination + various other decisions including not to accept or to dismiss??] made by a code adjudicator

An individual who is not satisfied with a determination by a code adjudicator may, under section 18BI(1) of the Act, request the Privacy Commissioner review the determination (except where the Privacy Commissioner is the code adjudicator).

A review by the Privacy Commissioner of a code adjudicator’s determination is treated in the same way as a complaint received by the Privacy Commissioner under the normal complaint investigation powers.   While it is possible for the review to effectively be a fresh investigation of the complaint, it may only be necessary for the Privacy Commissioner to reconsider the decision, if the Privacy Commissioner is satisfied that all of the relevant issues have been investigated and all material evidence has been obtained.   The Privacy Commissioner may also proceed to a determination under section 52 of the Act for the purpose of settling the complaint.  Determinations by the Privacy Commissioner under section 52 of the Act may be enforced in the Federal Court or the Federal Magistrates Court.

The Federal Court or the Federal Magistrates Court does not review determinations of the Privacy Commissioner or a code adjudicator by way of appeal from a complainant or respondent that is dissatisfied with the determination.  

The role given to the Federal Court or the Federal Magistrates Court (collectively, the Court) is to consider making enforcement orders against a respondent that is obliged to take particular action under a determination made by either the Privacy Commissioner or a code adjudicator.  The Court will conduct a de novo hearing on the issue of whether or not the respondent has breached the Act or an approved code, however, respondents do not have standing under the Act to commence enforcement proceedings as means of instituting a review of a finding that they have breached the Act or an approved code.   [But they do in effect because they can just not comply and force complainant or PC to take up in court, thereby getting a review of the merits – as argued by Greenleaf in PLPR]
5A.7
Ongoing requirements for a complaints handling process under an approved code

Sources of complaint handling requirements 

Once the Privacy Commissioner has approved a code containing a complaint handling process, the code adjudicator must handle complaints in accordance with the process set out under the code.   In some circumstances, the code adjudicator may have to refer to certain specific provisions in the Act, such as those that regulate the referral of complaints to the Privacy Commissioner, however generally speaking the code should be a stand-alone document.

The prescribed standards and the Privacy Commissioner’s guidelines for making and dealing with complaints do not play a role in relation to the handling of specific complaints made under an approved code.  Essentially, the prescribed standards and the Privacy Commissioner’s guidelines for making and dealing with complaints are binding upon the Privacy Commissioner for the purpose of approving a code.  However, the Commissioner has power to revoke a code.  In this way, the operations of a code and its adjudicator can be reviewed if necessary.  The Commissioner would consider the prescribed standards and the guidelines in  the course of such a review.    Chapter 7 covers the review and revocation of codes in more detail.  

Reporting to the Privacy Commissioner

A major on-going requirement is providing the Privacy Commissioner with annual reports on complaints handled by the code adjudicator.  In order for the Australian public to hold confidence in a co-regulatory privacy complaint handling model, it is vital that information on the effectiveness of complaint handling processes under approved codes is readily available.  

The Privacy Commissioner is required, under section 97(2A) of the Act, to include in the Commissioner’s annual report to the Minister, a statement about the operation of approved privacy codes that contain a complaints handling procedure.  The Commissioner is required to include a statement about action taken by adjudicators to monitor compliance with the codes, and details about the number, nature and outcome of complaints made under codes.   In order for the Commissioner to be able to meet this requirement, it is necessary for the Commissioner to receive adequate information to assess the effectiveness of complaint handling processes under approved codes.  The Commissioner will gain some insight by way of the decisions that are submitted for review, however the most important means will be the reports that must be provided to the Commissioner.  

The reporting requirements are set out in section 18BB(3)(h) to (l) of the Act and in part B of chapter 5 of these guidelines.   These reports must be provided to the Privacy Commissioner in the required format and within the required timeframe which are spelt out in Guideline 6.1(i) and (ii). The prescribed standards also require that the code adjudicator prepare certain reports in relation to the operation of the code under Benchmarks 4.3, 5.13 and 6.13 and provide them to the overseeing entity.  These reports would be informative to the Commissioner. 

Confidence in the complaint handling process under a particular code may be put at risk if proper reporting to the Privacy Commissioner does not occur.  If these reports are not provided or they indicate inconsistencies with other similar schemes or there appear to be anomalies in the statistics, the Privacy Commissioner may approach the code administrator using the general review power in section 18BH of the Act.   Such a review may lead to revocation of the code, as this is the only way for the Privacy Commissioner to terminate the operation of a flawed complaint handling process under an approved code.

Internal and Independent reviews 

Benchmark 6 of the prescribed standards also includes on-going obligations upon a code administrator to have processes in place to deal with complaints about the scheme and an internal complaints mechanism.  

There is also an obligation to commission independent reviews of the operation of the scheme against factors set out in Benchmark 6.12.  Unlike the reports on complaint handling that must be given the Privacy Commissioner annually, Benchmark 6.11 requires these independent reviews to be undertaken within three years from the establishment of the scheme and regularly thereafter.  The reviews must be undertaken in consultation with relevant stakeholders and the Privacy Commissioner would be such a stakeholder.

5B  The Privacy Commissioner’s Guidelines on Making and Dealing with Complaints under an Approved Code.

Where a code has been lodged under section 18BA of the Privacy Act 1988 for approval by the Privacy Commissioner and the code sets out procedures for making and dealing with complaints, those procedures must also satisfy the following guidelines issued by the Privacy Commissioner pursuant to section 18BF(1)(b) of the Act before the Privacy Commissioner may approve the code under section 18BB(2) of the Act.

1
Representative Complaints

1.1
The complaints handling process under a code must include a process for accepting, investigating and making a decision on a representative complaint. [This will be a major deterrent for some industries whose existing ADR schemes do not provide for representative complaints.  Why can’t a code only provide for individual complaints and leave representative complaints to be handled by the Commissioner??]
2
Determinations

2.1
The code adjudicator is obliged to determine a complaint, except where:

(i)
the complainant has not first complained the respondent and,

(a)
the complaint has not been resolved to the satisfaction of the complainant, or

(b) 
the respondent has not responded to the complaint within 60 days from the date that the complaint was lodged with the respondent; 

(ii)
the complaint has been referred to the Privacy Commissioner under sections 40(1B) or 40A(2)(b) of the Act; or


(iii)
the complaint has been referred to another code adjudicator in accordance with guideline 4 of these guidelines. 
Also where complaint not accepted/dismissed
3
Referral of complaints to the Privacy Commissioner under section 40(1B)

3.1
The Privacy Commissioner generally expects that code adjudicators will deal with all complaints received by them, except those that must be referred to the Privacy Commissioner under the Act.  The Privacy Commissioner expects code adjudicators to determine complaints properly and diligently and to be appropriately resourced to be able to do so.  This provision was not intended to be relied upon by code adjudicators simply for the purpose of passing difficult or complex complaints to the Privacy Commissioner for resolution. [Why not – seems a useful role?]  

3.2
A code adjudicator must have reasonable grounds for believing that a complaint should be referred to the Privacy Commissioner.  If a code adjudicator refers a complaint to the Privacy Commissioner and the Privacy Commissioner declines to accept it, the Privacy Commissioner would be obliged to give reasons for doing so.  The Privacy Commissioner does not expect this process to be used by code adjudicators as a means of seeking insight into the way in which the Privacy Commissioner views a complaint.   [Why not – seems a legitimate role – where is the authority to limit the grounds for referral to the four below?]    

3.3
The complaints procedures must provide that a code adjudicator may refer a complaint to the Privacy Commissioner under section 40(1B) only where:

(i)
section 40A(1) of the Act requires the complaint to be referred because the respondent is a contracted service provider for a Commonwealth contract and the act done or the practice engaged in by the respondent, that is the subject of the complaint, was for the purposes of meeting (directly or indirectly) an obligation under the contract;

(ii)
there would be a conflict of interest if the code adjudicator made a decision on the complaint; 

(iii)
the respondent to the complaint is not a subscriber to the code under which the code adjudicator makes decisions on complaints and the code adjudicator is unable to identify another approved code under which the complaint could be more appropriately handled; or

(iv)
The complaint would be more appropriately dealt with by the Privacy Commissioner under the Tax File Number Guidelines, the Credit Reporting Provisions, or the Spent Conviction Scheme and the complainant has agreed to the referral.

4
Referral of a Complaint to another Code Adjudicator 

4.1
A code adjudicator may refer a complaint to another code adjudicator if the first-mentioned code adjudicator: 

(i)
considers that another code is more appropriate in its application or remedies to the circumstances of the complaint;

(ii)
has consulted with the code adjudicator that is proposed to deal with the complaint about whether the complaint would be more appropriately dealt with by that code adjudicator;

(iii)
has advised the complainant of the reasons for the proposed referral and the complainant agrees to the referral; and 

(iv)
has advised the Privacy Commissioner in writing of the proposed referral and the Privacy Commissioner has not notified the code adjudicator within seven days of receiving the advice that the referral should not take place. [Cumbersome – is this really necessary?]
5
Dismissal of complaints

5.1
The complaints procedures must provide that a code adjudicator may only dismiss a complaint [under a determination? Confusion of terminology – see above] where he or she is satisfied that one or more of the following grounds apply:

(i)
there is no breach of the approved code;

(ii)
there is no evidence of a breach;

(iii)
the complaint is frivolous or vexatious;

(iv)
the complainant has expressly withdrawn the complaint or requested that no further action be taken on the complaint; 

(vi)
the respondent has taken steps to adequately deal with the subject of the complaint; 

(vii)
the act or practice complained about is the subject of an application under another Commonwealth enactment and the subject-matter of the complaint has been, or is being, dealt with adequately under that enactment; or

(viii)
the act or practice complained about could be the subject of an application under another Commonwealth enactment for a more appropriate remedy.

Dismissal reviewable by PC

6
Reporting to the Privacy Commissioner 

6.1
The complaints procedures must provide that:

(i)
in accordance with section 18BB(3)(h) of the Act, the report to the Commissioner on the operation of the code shall be provided to the Commissioner:

(a)
in an electronic format specified, from time to time, by the Privacy Commissioner; and

(b)
using a template issued annually by the Commissioner two months prior to the commencement of the financial year (or in the case of the first report, two months prior to the commencement of the Privacy Amendment (Private Sector) Act 2000). [This timing is not for Codes to provide – simply the Commissioner being helpful – can be in guidance but not in a Code requirement clause] 
(ii)
in accordance with section 18BB(3)(i) of the Act, the report to the Commissioner on the operation of the code for a given financial year shall be provided to the Privacy Commissioner within two months of the end of the financial year;

(iii)
in conjunction with the matters to be included in the report to the Commissioner on the operation of the code as required under section 18BB(3)(k) of the Act, the report shall include:

(a)
the number of unresolved complaints as at the end of the financial year and the status of those complaints categorised as:

(1)
no action taken yet

(2)
seeking clarification of facts / issues

(3)
awaiting outcome of related proceedings

(4)
complaint to be dismissed under Guideline 5

(5)
awaiting response from respondent

(6)
awaiting comment from complainant on response

(7)
settlement under negotiation

(8)
pending determination (not under Guideline 5); 

(b)
of the complaints received during the financial year, the number where the code adjudicator has exercised the discretion conferred by Guideline 3.1(i) and referred the complainant to the subscriber to attempt to resolve the matter directly before the code adjudicator would consider the matter further; and 

(c)
of the complaints referred to in paragraph (b), the number that were resubmitted to the code adjudicator for reconsideration due to the complainant not being satisfied with the response of the subscriber.  

(iv)
in conjunction with the matters to be included in the report on the operation of the code as required under section 18BB(3)(ka) of the Act, the summary for each complaint finally dealt with during the relevant financial year shall specify the time taken to resolve the complaint; 


(v)
subscribers to the code must report annually to the code administrator on complaints received by them directly from individuals during the financial year and the report must include the number of complaints received, the nature of the complaints by reference to the relevant NPP or equivalent under the code, the outcome of the complaint, and the number of complaints that have been resolved to the satisfaction of both parties;

(vi)
the report on the operation of the code from the code adjudicator to the Commissioner shall also include:

(a) 
an aggregate report based on the information  provided to the code adjudicator in accordance with Guideline 6.2 (v);

(b)
the number of complaints received during the financial year that were referred to another code adjudicator or to the Privacy Commissioner and the reason for the referral; and


(c)
a copy of reports given to the overseeing entity during the relevant financial year on the operation of the code as required in the prescribed standards. 

(vii)
the report under section 18BB(3)(h) shall also include statistical information on the number of enquiries that the code adjudicator received during the financial year, set out in categories agreed in consultation with the Privacy Commissioner during the process of approving the code.

(viii)
the report under section 18BB(3)(h) shall also include statistical information on:

(a)
the geographical source of complaints by State or Territory of Australia, and 

(b)
the number of complaints received during each calendar month. 

These reporting requirements are excellent, but are much more demanding than the Commissioner’s practice to date – will he also enhance his reporting to align it with that of Code Adjudicators?

CHAPTER SIX - APPLYING FOR APPROVAL OF A PRIVACY CODE

This chapter is designed to help direct organisations wanting to submit a code to the Privacy Commissioner for approval under the Act. It will also provide a summary of what can be expected during the consideration process.

6.1
The application

An application for approval of a privacy code should be made in writing or email and must be accompanied by supporting documentation. There is no formal application form to fill out. Instead the application document should set out the following:

· A request from the organisation that the Privacy Commissioner consider the code for approval.

· The preferred title of the code

· The name of the organisation that is applying for code approval and that will be responsible for administration of the code. [may be different]
· A contact name, address, telephone, and where available, email address of an officer in the organisation that is best qualified to assist the OFPC with any additional matters relating to the approval process and the proposed operation of the code.

· A summary of the consultation process undertaken by the organisation as detailed in chapter 4.

· The proposed privacy code, including the complaints handling mechanism if this option is chosen.

· An explanatory statement (see template on p. x of these guidelines).

The application should be forwarded to:

Office of the Federal Privacy Commissioner

Code Approval Team

GPO Box 5218

Sydney
1042

Or delivered to: level 8, 133 Castlereagh Street, Sydney, 2000.

Or by email to: privacy@privacy.gov.au
Please note that if submitting a code for approval via email that the transaction may not be a secure transaction. Due care will be needed to protect any confidential information accompanying the application.

6.2
Timeframes 

Upon receiving an application to approve a privacy code from an organisation, the OFPC will send an acknowledgement letter to the proponent within 7 days.

Timeframes for assessing a code application will vary depending on a number of factors. These may include:

· the complexity of the code – for example, if the code is substantially a copy of the NPPs, equivalency will be relatively easy to determine.  However, if principles are substantially rewritten, determining equivalency may be more difficult to ascertain;

· the comprehensiveness of the public consultation process undertaken by the organisation - if the Privacy Commissioner is not satisfied that appropriate levels of consultation has occurred, the Privacy Commissioner will undertake additional consultation.  Given the limited resources of the office, this additional step may delay the timing of code approval;

· whether all documentation has been provided to the OFPC at the time the code is submitted for approval; and

· the number of codes the Privacy Commissioner has to assess at any one time.

As a general rule, the OFPC intends to assess proposed codes within two month of receiving an application.

6.3
Notification

The Privacy Commissioner’s approval for a code will be made to the organisation in writing. The approval will include the date when approval will take effect, which will not be before the day on which approval is given.

If the Privacy Commissioner has made a decision not to approve a code, the organisation will be notified in writing.  Notification will include:

· the date that the decision was made;

· the reasons that the code was not approved;

· any steps (if any) that the Privacy Commissioner recommends the organisation take before the code should be resubmitted for approval; and

· any avenues of appeal that may be available to the organisation.

6.4
Register

Section 18BG of the Act requires the Privacy Commissioner to keep a register of approved codes. When a code is approved, the title, the code administrator, and contact details will be placed upon the Privacy Commissioner’s register of approved privacy codes.  It is anticipated that the register will be available in an up to date format on the Privacy Commissioner’s website on www.privacy.gov.au.

CHAPTER SEVEN - HOW TO VARY YOUR APPROVED PRIVACY CODE

This chapter will explain the procedures for amending or terminating a code and will outline the conditions under which a code approval can be revoked by the Privacy Commissioner.

7.1
Amendments (Section 18BD)

An organisation may apply in writing (or email) to the Privacy Commissioner for approval of a variation to an approved privacy code.  An organisation must provide the Privacy Commissioner with a copy of the amended code.

In deciding whether to approve the variation, the Privacy Commissioner will consider all the matters listed in chapter 4. However, if the amendment is minor in nature, the Privacy Commissioner can choose to waive the organisation’s obligation to consult with members of the public.  If the Privacy Commissioner chooses this option, it is likely that the Privacy Commissioner will undertake some direct consultation with appropriate consumer and stakeholder representatives.

If the proposed amendment is considered to be a major amendment (that is, it is likely to have a significant effect on the operations embodied in the code or is likely to have a measurable impact on a group of individuals) the amending organisation will be required to conduct a public consultation as discussed in chapter 4.

7.2
Revocation (Section 18BE)

Under section 18BE of the legislation, the Privacy Commissioner has the power to revoke an approved privacy code. Revocation can occur at the discretion of the Privacy Commissioner or on request of the code administrator. 

Following are some likely triggers that would lead the Privacy Commissioner to consider revoking a code.

· If after approving a privacy code the Privacy Commissioner is satisfied that approval was given on the basis of information that was false or misleading.

· The circumstances under which approval was granted have changed (for example, legislative controls, technology, government policy, community attitudes etc) resulting in a measurable affect on the privacy protection of individuals.

· The Privacy Commissioner is satisfied that the code administrator has not met all the conditions of the code approval.

· It becomes apparent that decisions made by a code adjudication body are consistently (or systematically) being overturned on appeal to the Privacy Commissioner.

· If a review of the code by the Privacy Commissioner shows the operation of the code to be inadequate and efforts to help the code administrator have not resulted in acceptable improvements.

If a trigger leads the Privacy Commissioner to consider revocation of an approved privacy code, a review of the code’s content and operation will first be conducted. The review will include a consultation process involving the OFPC, the code administrator and key stakeholders. The aim of the review will be to clearly define any weaknesses in a code or its operation and to reach a consensus on how these weaknesses can be rectified. 

If consensus cannot be reached the Privacy Commissioner may begin procedures for revocation. The procedures will be:

1. A revocation plan will be drawn up with appropriate stakeholder input. The plan will consider things such as the timing of the revocation, appropriate ways to inform the general public, and the handling of any outstanding complaints.

2. The Privacy Commissioner will advise the general public of the intention to revoke and will outline the timeframe and circumstances for doing so. 

3. A formal notice of revocation will be issued to the code administrator.

If a code is to be revoked on the request of the code administrator, the code administrator will be required to conduct a public education campaign, informing consumers of the intent to have the code revoked and the effects this is likely to have on the protection of their personal information. 
Revoking the complaints handling mechanisms under a code

The Privacy Commissioner is unable to revoke only part of a code and leave the remainder intact.  The Privacy Commissioner is also unable to vary a code under section 18BD of the Act of his own volition, so this mechanism can’t be used by the Privacy Commissioner to, in practical terms, revoke just the complaint handling process.   

If the Privacy Commissioner has decided that the complaint handling process under a code is seriously flawed and the code administrator was not prepared to submit a code with appropriate variations for approval, the Privacy Commissioner’s only option would be to revoke the code in full in accordance with the revocation process set out in section 18BE of the Act.

If the Privacy Commissioner took the view that a complaint handling process under a code that had been approved in accordance with the prescribed standards, may not comply with subsequently prescribed standards, the Privacy Commissioner may review the operation of the code to inform a decision to revoke the code, unless the code administrator proposed a suitable variation to the code.  

  APPENDIX 1

Benchmarks for Industry-Based Customer Dispute Resolution Schemes

These Benchmarks were released by the Hon Chris Ellison, Minister for Customs and Consumer Affairs, in August 1997.
[As a general criticism – the Guidelines are perhaps taking too literally the requirement to follow these benchmarks. Given that they are dated and under review – it should be possible to take a pragmatic approach and take the good bits into the Guidelines while overlooking some of the more bureaucratic or discredited features that are not applicable to the privacy regime.  Surely the intention was not to slavishly follow the Benchmarks? 

Source:

http://www.treasury.gov.au/publications/ConsumerAffairs/IndustrySelf-Regulation/BenchmarksForIndustry-BasedCustomerDisputeResolutionSchemes/index.asp. 

Benchmark 1 - Accessibility 

Principle
	The scheme makes itself readily available to customers by promoting knowledge of its existence, being easy to use and having no cost barriers.


Purpose
To promote customer access to the scheme on an equitable basis.
Key Practices
Awareness/Promotion
1.1.The scheme1 seeks to ensure that all customers of the relevant industry are aware of its existence.
1.2.The scheme promotes its existence in the media or by other means.
1.3.The scheme produces readily available material in simple terms explaining: 

a. how to access the scheme; 

b. how the scheme works; 

c. the major areas with which the scheme deals; and 

d. any restrictions on the scheme's powers. 

1.4.The scheme requires scheme members2 to inform their customers3 about the scheme4.

1.5.The scheme ensures that information about its existence, procedures and scope is available to customers through scheme members: 

a. when a scheme member responds to a customer's complaint; and 

b. when customers are not satisfied in whole or in part with the outcome of the internal complaints mechanism of a scheme member, when the scheme member refuses to deal with a complaint, or when the time period within which the internal complaints mechanism5 is expected to produce an outcome has expired, whichever first occurs. 

1.6.The scheme promotes its existence in such a way as to be sensitive to disadvantaged customers or customers with special needs.

Access

1.7.The scheme seeks to ensure nation-wide access to it by customers.6 

1.8.The scheme provides appropriate facilities and assistance for disadvantaged complainants or those with special needs.

1.9.Complainants can make initial contact with the scheme orally or in writing but the complaint must ultimately be reduced to writing.7

1.10.The terms of reference of the scheme are expressed clearly.

Cost

1.11.Customers do not pay any application or other fee or charge before a complaint is dealt with by the scheme, or at any stage in the process.

Staff Assistance

1.12.The scheme’s staff have the ability to handle customer complaints and are provided with adequate training in complaints handling.

1.13.The scheme’s staff explain to complainants in simple terms: 

a. how the scheme works; 

b. the major areas it deals with; 
c. any restrictions on its powers; and 

d. the timelines applicable to each of the processes in the scheme. 

1.14.The scheme's staff assist complainants to subsequently reduce a complaint to writing, where complainants need assistance to do so.

Use

1.15.The scheme’s processes are simple for complainants to understand and easy to use.

1.16.The scheme provides for a complainant's case to be presented orally or in writing at the determination stage, at the discretion of the decision-maker.

1.17.The scheme provides for complainants to be supported by another person at any stage in the scheme's processes.

Non-adversarial Approach

1.18.The scheme uses appropriate techniques including conciliation, mediation and negotiation in attempting to settle complaints.8 

1.19.The scheme provides for informal proceedings which discourage a legalistic, adversarial approach at all stages in the scheme's processes.

Legal Representation

1.20.The scheme discourages the use of legal representatives before the decision-maker9 except in special circumstances.

1.21.The scheme provides the opportunity for both parties to be legally represented where one party is so allowed.

1.22.The scheme provides for the scheme member to pay the legal costs of complainants where the scheme member is the first party to request to be legally represented and the decision-maker agrees to that request.



Footnotes
1 The ‘scheme’ refers to a dispute resolution scheme run by an industry to resolve complaints by customers about businesses within that industry. The type of scheme which is set up will differ according to the size and nature of the relevant industry.
2 ‘Scheme members’ refers to those businesses which participate in a customer dispute resolution scheme.
3 The term ‘customer’ is used to refer to consumers who purchase goods or services from scheme members.
4 This key practice relates to general promotion of the existance of the scheme by scheme members. The circumstances in which individual customers are required to be informed about the scheme is dealt with in key practice 1.5.
5 An ‘internal complaints mechanism’ refers to the system set up within a business to handle complaints by its customers.
6 Maximising access to the scheme could include measures such as providing toll free telephone access for consumers/complainants.
7 In most cases the staff of a scheme will help a complainant reduce a complaint to writing where the complainant requires assistance to do so.
8 While the focus of the scheme is mainly on alternative dispute resolution, it also has the function of arbitrating disputes which cannot be resolved by alternative means. The alternative dispute resolution techniques listed here are used before arbitration is considered. Initially, customers are encouraged to discuss their complaint with the scheme member and use any internal complaints mechanism that is available. Schemes are then encouraged to attempt to settle complaints before they get to the decision-maker. The scheme does not have to use all of the listed alternative dispute resolution techniques nor in this particular order, but the ones cited in this key practice are recognised techniques.
9 The ‘decision-maker’ refers to the individual, panel of individuals or other entity which is responsible for the final determination of complaints under a scheme.
Benchmark 2 - Independence 

Principle
	The decision-making process and administration of the scheme are independent from scheme members.


Purpose
To ensure that the processes and decisions of the scheme are objective and unbiased and are seen to be objective and unbiased.
Key Practices
The Decision-maker
2.1.The scheme has a decision-maker who is responsible for the determination of complaints.
2.2The decision-maker is appointed to the scheme for a fixed term.
2.3.The decision-maker is not selected directly by scheme members, and is not answerable to scheme members for determinations.10
2.4.The decision-maker has no relationship with the scheme members that fund or administer the scheme which would give rise to a perceived or actual conflict of interest.
Staff
2.5.The scheme’s staff are not selected directly by scheme members, and are not answerable to scheme members for the operation of the scheme.
Overseeing Entity
2.6.There is a separate entity set up formally to oversee the independence of the scheme’s operation.11   The entity has a balance of consumer, industry and, where relevant, other key stakeholder interests.
2.7.Representatives of consumer interests on the overseeing entity12 are: 

a. capable of reflecting the viewpoints and concerns of consumers; and 

b. persons in whom consumers and consumer organisations have confidence. 

2.8.As a minimum the functions of the overseeing entity comprise: 

a. appointing or dismissing the decision-maker; 

b. recommending or approving the scheme’s budget; 

c. receiving complaints about the operation of the scheme;13 

d. recommending and being consulted about any changes to the scheme's terms of reference; 

e. receiving regular reports about the operation of the scheme; and 

f. receiving information about, and taking appropriate action in relation to, systemic industry problems referred to it by the scheme. 

Funding

2.9.The scheme has sufficient funding to enable its caseload and other relevant functions necessary to fulfil its terms of reference to be handled in accordance with these benchmarks.

Terms of Reference

2.10.Changes to the terms of reference are made in consultation with relevant stakeholders, including scheme members, industry and consumer organisations and government.


Footnotes
10 Where the decision-maker consists, for example, of a panel of individuals, only the chair, or the individual who controls the decision-making process, is required to be independent of industry or consumer interests and be appointed by the entity which oversees the independence of a scheme’s operation. Where the decision-maker consists of more than one individual, the chair ensures the independence of the decision-making. This allows for the relevant industry to be represented on the decision-making entity, as long as a balance between consumers and industry is maintained.
11 An example of an entity which formally oversees the independence of a scheme could be a council or other body usually consisting of an independent chair, consumer member or members, industry member or members and, where relevant, other stakeholder members or members. Smaller industry sectors or those with few complaints may not have the ability or need to devote large resources to setting up such an entity. Other types of overseeing entities are not precluded as long as they allow for the relevant independence or a balance of competing interests.
12 Suitable consumer representatives can be ascertained by a number of methods, including the relevant consumer organisation providing a nominee, advertising for representatives, or the relevant consumer affairs agency or Minister responsible for consumer affairs nominating a representative. Suitable industry and other stakeholder representatives can be sought from the relevant industry association or stakeholder respectively.
13 The receipt of complaints about the scheme’s operation (by the entity which oversees the independence of a scheme’s operation) does not extend to receiving appeals against the determinations of the decision-maker.
Benchmark 3 - Fairness 

Principle
	The scheme produces decisions which are fair and seen to be fair by observing the principles of procedural fairness, by making decisions on the information before it and by having specific criteria upon which its decisions are based.


Purpose
To ensure that the decisions of the scheme are fair and are seen to be fair.
Key Practices
Determinations
3.1.The decision-maker bases determinations14 on what is fair and reasonable, having regard to good industry practice, relevant industry codes of practice and the law.
Procedural Fairness
3.2.The scheme's staff advise complainants of their right to access the legal system or other redress mechanisms at any stage if they are dissatisfied with any of the scheme's decisions or with the decision-maker's determination.
3.3.Both parties can put their case to the decision-maker.
3.4.Both parties are told the arguments, and sufficient information to know the case, of the other party.
3.5.Both parties have the opportunity to rebut the arguments of, and information provided by, the other party.
3.6.Both parties are told of the reasons for any determination.
3.7.Complainants are advised of the reasons why a complaint is outside jurisdiction or is otherwise excluded.
Provision of Information to the Decision-Maker
3.8.The decision-maker encourages but cannot compel complainants to provide information relevant to a complaint.
3.9.The decision-maker can demand that scheme members provide all information which, in the decision-maker's view, is relevant to a complaint, unless that information identifies a third party to whom a duty of confidentiality or privacy is owed15, or unless it contains information which the scheme member is prohibited by law from disclosing.

Confidentiality
3.10.Where a scheme member provides information which identifies a third party, the information may be provided to the other party with deletions, where appropriate, at the discretion of the decision-maker.
3.11.The scheme ensures that information provided to it for the purposes of resolving complaints is kept confidential, unless disclosure is required by law or for any other purpose specified in these benchmarks.
3.12.Parties to a complaint agree not to disclose information gained during the course of any mediation, conciliation or negotiation to any third party, unless required by law to disclose such information.


Footnotes
14 The term ‘determinations’ is used to refer to the final decision made by the decision-maker when determining a complaint. The term ‘decisions’ is used to refer to the decisions made by the scheme’s staff.
15 Where a duty of confidentiality or privacy is owed to a third party in relation to information sought by the decision-maker, the scheme members can seek the permission of the third party to release that information to the decision-maker in full or with deletions as appropriate.
Benchmark 4 - Accountability 

Principle
	The scheme publicly accounts for its operations by publishing its determinations and information about complaints and highlighting any systemic industry problems.16


Purpose
To ensure public confidence in the scheme and allow assessment and improvement of its performance and that of scheme members.
Key Practices
Determinations
4.1.The scheme regularly provides written reports of determinations17 to scheme members and any interested bodies for the purposes of: 

a. educating scheme members and consumers; and 

b. demonstrating consistency and fairness in decision-making. 

4.2.Written reports of determinations do not name the parties involved.

Reporting

4.3.The scheme publishes a detailed and informative annual report containing specific statistical and other data about the performance of the scheme, including: 

a. information about how the scheme works; 

b. the number and types of complaints it receives and their outcome; 

c. the time taken to resolve complaints; 

d. any systemic problems arising from complaints; 

e. examples of representative case studies; 

f. information about how the scheme ensures equitable access; 

g. a list of scheme members supporting the scheme, together with any changes to the list during the year; 

h. where the scheme’s terms of reference permit, the names of those scheme members which o not meet their obligations as members of the scheme;18 and 

i. information about new developments or key areas in which policy or education initiatives are required. 

4.4.The annual report is distributed to relevant stakeholders and otherwise made available upon request.



Footnotes
16 Systematic industry problems can refer to issues or trends arising either out of many complaints about one scheme member or out of many complaints (which are essentially similar) about more than one scheme member.
17 Written reports of determinations can consist of a concise summary of a decision-maker’s determination and reasons for so determining. They do not necessarily need to include all the evidence, arguments and reasoning of each complaint. It is not envisaged that written reports would be provided of all determinations made by the decision-maker. The determinations which are reported should be left to the decision-maker’s discretion. It is not envisaged that written reports would necessarily be provided of other decisions (apart from determinations) made by the scheme.
18 The scheme should state in its terms of reference whether it will disclose the names of schemes members which do not meet their obligations under the scheme. Examples of where a scheme member does not meet its obligations under the scheme will include where it does not provide informatoin as and when requested, or where it does not comply with a determination made under the scheme. 
Benchmark 5 - Efficiency 

Principle
	The scheme operates efficiently by keeping track of complaints, ensuring complaints are dealt with by the appropriate process or forum and regularly reviewing its performance.


Purpose
To give customers and scheme members confidence in the scheme and to ensure the scheme provides value for its funding.
Key Practices
Appropriate Process or Forum
5.1.The scheme deals only with complaints which are within its terms of reference and have not been dealt with, or are not being dealt with, by another dispute resolution forum19 and: 

a. which have been considered, and not resolved to the customer's satisfaction, by a scheme member's internal complaints resolution mechanism; or 

b. where a scheme member has refused, or failed within a reasonable time, to deal with a complaint under its internal complaints resolution mechanism. 

5.2.The scheme has mechanisms and procedures for referring relevant complaints to other, more appropriate, fora.

5.3.The scheme has mechanisms and procedures for referring systemic industry problems, that become apparent from complaints, to relevant scheme members.

5.4.The scheme excludes vexatious and frivolous complaints, at the discretion of the decision-maker.

Tracking of Complaints

5.5.The scheme has reasonable time limits set for each of its processes which facilitate speedy resolution without compromising quality decision-making.

5.6.The scheme has mechanisms to ensure that the time limits are complied with as far as possible.

5.7.The scheme has a system for tracking the progress of complaints.

5.8.The scheme's staff keep the parties informed about the progress of their complaint.

Monitoring 

5.9.The scheme sets objective targets against which it can assess its performance.

5.10.The scheme keeps systematic records of all complaints and enquiries, their progress and their outcome.

5.11.The scheme conducts regular reviews of its performance.

5.12.The scheme's staff seek periodic feedback from the parties about the parties' perceptions of the performance of the scheme.

5.13.The scheme reports regularly to the overseeing entity on the results of its monitoring and review.


Footnote
19 Complaints which have been made to one scheme but are found to be more appropriately dealt with by another scheme can be dealt with by the latter scheme. It is where a complaint has been substantially considered by one scheme that a complainant is discouraged from forum-shopping.
Benchmark 6 - Effectiveness 

Principle
	The scheme is effective by having appropriate and comprehensive terms of reference and periodic independent reviews of its performance.


Purpose
To promote customer confidence in the scheme and ensure that the scheme fulfils its role.
Key Practices
Coverage
6.1.The scope of the scheme and the powers of the decision-maker are clear.
6.2.The scope of the scheme (including the decision-maker's powers) is sufficient to deal with: 

a. the vast majority of customer complaints in the relevant industry and the whole of each such complaint; and 

b. customer complaints involving monetary amounts up to a specified maximum that is consistent with the nature, extent and value of customer transactions in the relevant industry.20 
6.3.The decision-maker has the power to make monetary awards of sufficient size and other awards (but not punitive damages) as appropriate.

Systemic Problems

6.4.The scheme has mechanisms for referring systemic industry problems to the overseeing entity (where referral to the scheme member or members under key practice 5.3 does not result in the systemic problem being adequately addressed) for appropriate action.

Scheme Performance

6.5.The scheme has procedures in place for: 

a. receiving complaints about the scheme; and 

b. referring complaints about the scheme to the overseeing entity for appropriate action. 

6.6.The scheme responds to any recommendations of the overseeing entity in a timely and appropriate manner.

Internal Complaints Mechanisms

6.7.The scheme requires scheme members to set up internal complaints mechanisms. 21

6.8.The scheme has the capacity to advise scheme members about their internal complaints mechanisms.

Compliance

6.9.The scheme has mechanisms to encourage scheme members to abide by the rules of the scheme.22 

6.10.The determinations of the decision-maker are binding on the scheme member if complainants accept the determination.

Independent Review

6.11.The operation of the scheme is reviewed within three years of its establishment, and regularly thereafter, by an independent party commissioned by the overseeing entity.

6.12.The review, undertaken in consultation with relevant stakeholders, includes: 

a. the scheme’s progress towards meeting these benchmarks; 

b. whether the scope of the scheme is appropriate; 

c. scheme member and complainant satisfaction with the scheme; 

d. assessing whether the dispute resolution processes used by the scheme are just and reasonable; 

e. the degree of equitable access to the scheme; and 

f. the effectiveness of the terms of reference. 

6.13.The results of the review are made available to relevant stakeholders.


Footnotes
20 Because the loss arising from the determination of a complaint may vary according to the industry concerned, the benchmarks do not specify a monetary limit above which complaints are excluded from the scheme.
21 The Standards Australia Standard on Complaints Handling AS 4269-1995 can assist scheme members to set up appropriate internal complaints mechanisms.
22 Mechanisms for encouraging scheme members to abide by the rules of the scheme could include contractual obligations which a scheme member enters into when joining the scheme or naming in annual reports or otherwise those scheme members which do not abide by the rules of the scheme.
]

APPENDIX 2

Checklist

Before submitting a code for approval please ensure that the following documentation has been included with the application.
· Printed copy of the code in its final version

· Electronic copy of the code in its final version

· Completed statement for submission to the ORR (see Appendix 3)

· A statement of consultation and supporting documentation (see chapter 4.1)

· A statement of equivalency (see chapter 4.2)

· A copy of any explanatory material that is to accompany the code and how it is intended to be used in determining complaints (see section 4.3)

· A statement as to how a register of code participants will be established and maintained with appropriate referrals or links to the OFPC (see chapter 4.4)

· A statement of intention to allocate sufficient resources to the review of a code (see chapter 4.6)
If the code establishes mechanisms for a complaints handling process the following will also be required.

· A detailed statement explaining how the proposed scheme will meet the requirements of application as spelt out in the Privacy Commissioner’s guidelines (refer to chapter 5B) and the prescribed standards (refer to appendix 1).
APPENDIX 3

Template for the drafting of a RIS
As previously stated the Privacy Commissioner must complete a Regulatory Impact Statement (RIS) to be sent to the Office of Regulation Review (ORR) as part of the code approval process. To ensure the code process is not delayed, the following template must be completed and submitted as part of the code application. A code application that does not include the information required to complete a RIS will not be considered for approval.

The ORR reviews regulations to ensure that they are properly formulated and do not impose undue costs on business and the community. Whether or not the code satisfies the requirements of the ORR is a matter the Privacy Commissioner will consider before approving a code. For further information on the requirements of a RIS please refer to the ORR’s guide, A Guide to Regulation (December 1998).

Please note, the following headings should be used and all statements should be kept to approximately half a page where possible. 

1. Background


(Provide a statement that identifies any economic or market failure that inspired the development of a code, or any goal to be achieved by a code)

2. Current regulatory arrangements


(Provide an analysis of the application of the NPPs to the subject organisation/industry. What other privacy regulation operates in the industry?)

3. Why current regulatory arrangements are inadequate and how the proposed code will enhance the existing arrangements.

4. What the code will accomplish


(The objectives of the regulatory initiative should be specified)

5. How the objectives will be achieved

6. Anticipated benefits and costs to individuals


(Provide an analysis as to what effects the proposed code is likely to have on individuals. Consider including a summary of the outcome from consultations with consumers.)

7. Anticipated benefits to the organisation/industry

8. Anticipated costs to the organisation/industry

9. Other public interest benefits or considerations


(The ORR will consider whether a privacy code is the best regulatory option available and will advise the Privacy Commissioner accordingly. This may or may not influence the Privacy Commissioner’s decision)
APPENDIX 4

Flow Chart of the Complaint Handling Process Under an Approved Code 
Example 1


An industry body representing financial advisers in NSW wants to consult on a proposed industry based privacy code. It might use the following methods:


Public notices in major & regional NSW newspapers


Notification on its website


Invitations sent to financial services consumer representatives


Flyer developed for distribution to its members’ clients


Consumer focus groups that are representative of the community


Advertisements in consumer magazines





EXAMPLE 2 – Higher obligations





An organisation that collects personal information for a primary purpose only, may decide to relinquish its right to use and disclose personal information for a secondary purpose on the basis that it is a related purpose and there is a reasonable expectation (i.e. NPP 2.1 (a))





 Instead, they may choose to rely mainly on obtaining consent from the individual before using personal information for a secondary purpose should the need arise.  This approach would offer additional protection to the individual, and the removal of this subsection does not detract from any of the organisations obligation.  As such, it would be considered at least equivalent.





 EXAMPLE 3 – Industry Specific Language / Context





An industry association, which represents organisations that predominantly collect consumer profiling information, may wish to modify NPP1 in the following way:





An organisation must not collect personal information (including consumer profiles) unless the information is necessary for one or more of its functions or activities.





The addition of the bracketed words does not detract from the broader definition of personal information.  It may, however, help the members understand what is meant by personal information in the context of the industry. Note that the same outcome could have been achieved by the addition of explanatory material to the code which makes it clear to the member organisations that consumer profiling information is personal information.














EXAMPLE 4





A Government regulator requires, as a condition of licensing, an organisation to be bound by an industry code of conduct that regulates one aspect of its operations. The industry body is seeking to incorporate the National Privacy Principles into this code of conduct as a way of streamlining its complaint handling processes.  In this situation the Privacy Commissioner could not approve the proposed code as the code would appear to bind all members of a particular industry.





In this situation the best solution may be for the industry body to allow the privacy elements of the proposed code to be optional for its member organisations.





The purpose of:


section 18BF(1)(a) guidelines is to assist organisations develop and apply privacy codes. 


section 18BF(1)(b) guidelines is to assist organisations to deal with complaints under a privacy code: and


section 18BF(1)(c) guidelines is to advise organisations of the matters that the Privacy Commissioner may consider before approving a code.


the Prescribed Standards is to define key practices that organisations should adopt when developing a complaints handling scheme. 





A summary of code options:


Code with the Privacy Commissioner as default adjudicator


Code with provisions for a code adjudicator


Privacy Commissioner acts as a code adjudicator


Code proponent establishes an independent code adjudicator body


Code with ad





YES –


Has subscriber implemented adjudicator’s determination?





Federal Magistrates Court





NO – 


seek  ADJR 





Parties satisfied with decision-making process?





NO enforcement proceedings against respondent





PC Determination –


Implemented by the respondent





        NO -


Request PC


  to Review


   Decision








YES -


No further


 action





Complainant





Parties satisfied with adjudicator’s determination ?





Determined complaint – Dismissed complaint or found in favour the of complainant or subscriber.





Referred to PC under s.40(1B) and PC accepts the complaint





Referred to PC Subscriber is contracted service provider for Commonwealth





     Privacy


Commissioner





Federal Court


 of Australia





Code adjudicator





NO





YES


No


further


action





Complaint resolved ?





    Code Subscriber





COMPLAINT








� “OECD Guidelines on the Protection of Privacy and Transborder Flows of Personal Data” (1980) are available at: � HYPERLINK "http://www.oecd.org" ��www.oecd.org� 
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